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Abstract— Selfish behavior may be observed in a Mobile Ad 

hoc Network (MANET) due to restricted resources. Unlike the 
past research which aimed to suppress that kind of behavior and 
isolate selfish nodes, we propose a scheme which exploits selfish 
behavior to improve the routing protocol’s performance. We 
introduce an altruism coefficient which represents each node’s 
overall satisfaction from the network services and while 
increased, it decreases selfish behavior. We then apply our 
scheme to an existing routing protocol and evaluate its 
performance. We show by simulation, that when selfish nodes 
exist in the network, our scheme improves the performance of the 
routing protocol. 

Keywords— altruism, Mobile Ad hoc Networks, routing 
protocols, selfishness 

I.  INTRODUCTION 
Mobile Ad Hoc Networks (MANETs) [1], [2] are mobile 

wireless networks without predefined infrastructure or central 
authority. They are characterized as open or closed depending 
on whether new nodes can or cannot be accepted into the 
network or whether there is connectivity with nodes not in the 
network. In a closed MANET the nodes that compose the 
network are in most cases all of the same type and probably are 
deployed from the same authority, in order to serve a common 
goal. On the contrary, in an open MANET, nodes can be of 
different types and therefore malicious or selfish behavior 
might occur. While malicious nodes are addressed as security 
threats, selfish nodes should not, as their behavior can be 
predicted and addressed, without excluding them from the 
network.  

Routing protocols that were designed for early MANETs 
took for granted that all the nodes composing the network were 
willing to cooperate in order to serve a common goal, which in 
most cases was to sustain connectivity between nodes and 
transmit critical data. When mobile devices with advanced 
connectivity features became widely used, open MANETs 
came to reality. And while in a closed MANET existing 
routing protocols were sufficient and well performing, in an 
open MANET the same routing protocols have proven to 
perform poorly, due to the selfishness problem that emerged. 
Several approaches to that problem have been proposed so as 
to minimize the effects of that heterogeneity which emerged in 
an open MANET. In this paper, we present and evaluate a 
scheme that uses selfishness and altruism in MANETs in such 
a manner that can boost the performance of reactive routing 
protocols. 

As a first step towards that, we have to define the terms 
selfishness and altruism. When the first MANETs emerged, the 
routing protocols took for granted that all of the nodes 
composing the network would be fully and utterly cooperative. 
There was no case of misbehavior, as the nodes of the network 
belonged to the same authority and there were no security 
threats. Thus, when a node was asked to forward a packet for a 
neighboring node, it was obliged to do so, even if that meant 
that no energy would be left for its own communication needs. 
We can define this kind of behavior as altruistic and consider it 
as the default behavior for the nodes when their resources are 
not restricted.   

Nowadays, MANETs have evolved to open systems and at 
any time new nodes can join the network, nodes that operate 
under different authorities or with different energy, or 
processing capabilities can co-exist in the same MANET and 
share resources. Under this new paradigm, nodes can no longer 
be considered de facto cooperative or non-malicious. 
Selfishness occurs when energy or other resources of the node 
become low, so that the node will be only able to satisfy its 
own communication needs. In this work, we take into account 
only the energy level of the nodes and we assume that no nodes 
leave or enter the area where the MANET is located and there 
are no other networks in this area.  

In the present work, we do not focus on security issues, so 
we do not include malicious behavior into our study. A node 
can be characterized as selfish when it deliberately drops or 
delays Route Request Packets (RREQ) during the Route 
Discovery Phase of the routing protocol, in order to save 
resources for its own communication needs. Other research 
might define selfish behavior differently, but for the purposes 
of our research we define as selfish a node that due to low 
energy resources deliberately drops RREQ packets. By 
dropping RREQ packets selfish nodes manage not to be 
selected as relay nodes for data transmission from a source to a 
destination node.  

The rest of the paper is structured as follows: In Section II 
there is a concise review of related research. The proposed 
protocol is presented in Section III and its performance is 
analyzed in Section IV. Finally, Section V concludes the paper.  

II. RELATED WORK 
In this section a brief review of previous related research is 

presented. Various protocols have been designed and 
implemented for use in MANETs. They are categorized as 
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proactive, reactive and hybrid, depending on the maintenance 
(proactive) or not (reactive) of a routing table at each node or 
partial of these behaviors (hybrid). There have been several 
performance evaluation and comparative studies that examine 
MANET routing protocols under different aspects and 
problems [3]-[11]. 

Selfishness is a problem that has yet to be addressed 
adequately, although it has been studied a lot. One of the first 
to identify and define misbehavior in MANETs was Marti in 
[12]. In his work the objective was to mitigate misbehavior. 
Following that, several works have been proposed [13-22]. In 
most cases the objective was to detect and isolate selfish nodes, 
while in others various schemes to encourage cooperation were 
proposed, either by credit-based [15], [18] or by reputation-
based schemes [13], [14], [17]. A rather comprehensive review 
of selfishness in MANETs can be found in [23]. 

Research has also been made towards modelling selfishness 
and apply general solutions to the selfishness problem. In [24] 
an attempt is made to formally describe selfishness. Other 
studies employed game theoretic modeling [25] or semi 
Markov processes [26]. 

In [27] the operation of Dynamic Source Routing (DSR) 
protocol is investigated as selfishness emerges in a MANET 
due to energy depletion.  Different types of selfishness are 
defined and the protocol performance, when nodes of different 
selfishness types coexist in the network, is examined. Three 
thresholds are defined and the probability between two 
thresholds is constant. This approach is used as a starting point 
for the present work. The main advantage of this approach is 
that when the node disseminates selfishness information, only 
two bits are required to represent the selfishness level, hence 
keeping routing overhead as low as possible.  

III. PROPOSED PROTOCOL 
In this section we analyze the structure and operations of 

the Selfish Aware Protocol we propose, namely Selfishness 
Aware Dynamic Source Routing (SA-DSR). By applying our 
scheme on one of the most well-known, widely used and 
researched reactive routing protocol we set a new starting point 
for research in this field.  

A. Overview of the Dynamic Source Routing Protocol 
Dynamic Source Routing (DSR) is one of the first reactive 

routing protocols proposed for use in Mobile Ad hoc Networks. 
However, it is designed by taking for granted that all the nodes 
that compose the network are cooperative, hence they are 
willing to forward packets from and to neighboring nodes to 
their destination.  

DSR operation is based on two primary phases: the route 
discovery phase and the route maintenance phase. During route 
discovery phase the source node floods the network with Route 
Request Packets (RREQ) in order to find a route towards its 
intended destination node. Following that the route 
maintenance phase keeps alive discovered routes as long they 
are still available. The complete specification of the DSR 
protocol can be found in [29]. 

B. Selfishness Aware Dynamic Source Routing (SA-DSR) 
The part of the DSR protocol, that we modify and extend to 

implement SA-DSR, belongs to the Route Discovery Phase and 
specifically to the Route Selection phase. We also modify the 
Route Reply (RREP) packets’ structure to include the 
selfishness information of the nodes.  

Each node depending on its remaining energy or other 
resource constraints has a Selfishness type that defines the 
percentage of the packets it forwards or drops, as can be seen in 
Table I, and has been thoroughly studied in [27].  

We introduce a new metric to achieve optimal route 
selection, namely Successful Delivery Probability (SDP). Also, 
we define a new node property, namely Altruism Coefficient 
(AC), which is used to represent the satisfaction that the node 
has acquired from the network so far.  

SDP is defined by the product of the Forwarding 
Probability (FP) for each intermediate node in the path(s) that 
connects source node S and destination node D. Each path 
between S and D has its own SDP. The FP of each node is 
defined by its selfishness level combined with the node’s AC.  
The path selection is made by the source, as defined in the 
DSR specification, but instead of using shortest path as the 
path selection algorithm, SDP is calculated for each path 
towards the destination, and the path with the higher SDP is 
selected. In the case that two or more paths have the same SDP, 
the most recent of them in the route cache is selected. 

Using these concepts, we propose a new routing scheme 
that exploits selfishness and altruism, and provides thus the 
network with the ability to overcome implications that emerge 
due to possible selfish behavior of some nodes. To demonstrate 
its effect we apply this scheme to DSR. 

The proposed routing protocol operates as follows: 

 When node S (source node) needs to send data to node 
D (destination node), it checks its routing table for 
existing paths;  

 If there are at least two paths to the destination node D 
then the path with the higher SDP is selected and the 
data transmission starts; 

 If there is only one or no path to the destination, then a 
RREQ packet is broadcasted into the network. The 
source node operates in promiscuous mode and for each 
retransmission of the RREQ from its neighbors it raises 
its AC. If no retransmission of RREQ is detected, AC 
decreases. If a timeout occurs without a RREP being 
received, AC decreases as well. In that last case, a 
RREQ is again broadcasted for some more times, and if 

TABLE I.  SELFISHNESS TYPES AND PACKET DROP PROBABILITY 

Residual 
Energy (%) Selfishness Type Packet Drop 

Probability 
80-100 Always Altruistic (AA)  0% 
50-80 Sometimes Selfish (SS) 10% 
20-50 Often Selfish (OS) 50% 
<20 Always Selfish (AS) 100% 
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no path is found, the packet is dropped. 

 When a relay node R receives a RREQ it has two 
options: to forward or to drop it.  

o If it forwards RREQ, it spends some energy et for 
the transmission but it increases the probability that 
source node S – which is currently considered to be 
R’s neighbor – will in the future serve R’s needs; 

o If it drops RREQ, it saves energy but in case the 
other neighbors also drop the RREQ packet, S’s AC 
will decrease and S will be more selfish in future 
requests. 

 When RREQ arrives at destination node D, a RREP 
packet is returned through the same path it arrived, as 
happens in the original DSR protocol. In that packet 
along with the path information that is stored, the 
Selfishness of each node is also stored and thus 
transferred towards the rest of the nodes. Since the 
nodes operate in promiscuous mode, selfishness 
information for each node is thus disseminated to other 
nodes in the network, and updated if required. In 
original DSR, when the first RREQ arrives at the 
destination node and the RREP is sent, other RREQ 
packets that arrive at a later time and originate from the 
same source node are ignored. In our scheme, we set a 
timer and all RREQ packets that arrive within specific 
time (depending on the size of the network) are 
answered with respective RREP packets. Hence, each 
node will have many paths to other nodes from which 
the path with the highest SDP can be selected.  

According to the procedure described above, we modify the 
code of the original DSR implementation included in ns-3.24 
[29], and perform a series of simulations to evaluate the 
performance of our scheme. Ns-3 is a discrete-event network 
simulator for Internet systems, targeted primarily for research 
and educational use. Besides the modification of DSR protocol, 
we also have to modify the energy module as well as the 
statistics framework to be able to achieve our simulation 
requirements and configuration and also to derive the required 
statistics. In the following section our simulation configuration 
and the simulation results are presented. 

IV. PERFORMANCE EVALUATION 
In order to evaluate the performance of our proposed 

protocol we conduct some sets of simulations. In this section, 

we present the simulation configuration and the obtained 
results.  

A. Simulation scenario 
The general simulation parameters are denoted in Table II. 

All simulations are averaged over 10 runs. The simulation 
space consists of an open-space area of 1500m x 500m inside 
which a varying number of nodes is moving, according to a 
Random Way Point Mobility Model with a speed ranging from 
0-2m/s. The transmission range for each node is set to 250m. 
To avoid congestion, we use 64B packets sent with a rate of 4 
packets/sec. 

Three cases are examined:  
a) Original DSR without selfish nodes 

In this case we use the original implementation of DSR and 
only cooperative altruistic nodes are present in the network. 
The results from this case are used as a comparison reference 
measure for better understanding.  

b) Original DSR with selfish nodes 
In this case we use the original implementation of DSR but 

a number of selfish nodes is present in the network from the 
beginning of the simulation and as time passes by and the 
energy of the nodes gets depleted, the number of selfish nodes 
increases. The simulation stops when the battery of at least one 
node runs out. To accomplish that, we had to make several 
modifications to the energy module.  

c) SA-DSR with selfish nodes  
In this case we use our modified DSR implementation, 

namely SA-DSR, while a number of selfish nodes is present in 
the network from the beginning of the simulation and as time 
passes by and the energy of the nodes gets depleted, the 
number of selfish nodes increases. The simulation stops when 
the battery of at least one node runs out. We set properly the 
seeds and the random generators in the simulator so as to have 

TABLE II.  SIMULATION CONFIGURATION 

Parameter Value 
Simulation Time Until the battery of at least one node 

runs out 
Simulation Area 1500m x 500m  
Number of Nodes 10 – 20 – 30 – 40 – 50  
Transmission Range 250m 
Mobility Model Random Way Point 
Node Speed  0 – 2m/s 
Traffic Generator CBR 
Packet Bytes 64 bytes 
Data Rate 2 MBps 

Fig. 1. Packet Delivery Ratio vs Number of nodes 
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similar conditions between cases b and c.  Also, we use the 
modified energy model we used in case b. 

For each of the aforementioned cases we extract the 
following metrics to measure and compare the performance of 
our proposed protocol: 

 Packet Delivery Ratio (PDR): This metric is the 
percentage of successfully received packets and is 
computed by dividing the total number of packets 
received by destination nodes with the total number of 
data packets sent from source nodes. 

 Average End-to-End Delay (AEED): This metric is the 
average time a data packet needs to be delivered to its 
destination. It is computed by averaging the end-to-end 
delay for all successfully delivered packets in the 
network. 

 Normalized Routing Overhead (NRO): This metric is 
computed by dividing the total control packets with the 
total packets received in the network.  

B. Simulation results 
As stated earlier, we execute the simulation for three cases 

and three metrics, i.e., PDR, AEED and NRO. In this section 
we present the results of our simulations. In Figs. 1-3, PDR, 
AEED and NRO are respectively presented for each of the 
three cases.  

As expected, the original DSR has better performance when 
there are only altruistic nodes in the network and no selfishness 
occurs. PDR is close to 100% when the number of nodes is 
about 40, with lower values for less nodes, due to restricted 
connectivity and reachability. When the nodes are increased in 
number, PDR lowers again due to high node density which 
causes more interference between nodes. 

When selfish nodes appear in the network, the original 
DSR’s performance dramatically drops. In terms of PDR, less 

than half of the total packets get delivered to their respective 
destinations. AEED appears to have lower values, but this fact 
is not due to better performance but due to limited connectivity 
that occurs because of the presence of selfish nodes. In simple 
terms, longer paths are less likely to exist, hence resulting in 
less end-to-end delay. In the presence of selfish nodes, the 
proposed scheme seems to achieve PDR and AEED values 
close to those achieved by the original DSR when only 
altruistic nodes are present. 

Also, due to packet drop that occurs when selfish nodes 
exist in the network, NRO also decreases in comparison to its 
respective values achieved in the case of the original DSR 
without selfish nodes. By applying our scheme, NRO becomes 
comparable to that of the original DSR without selfish nodes. 
This increment mainly happens due to the increased RREP 
packets utilized by the protocol.  

V. CONCLUSION AND FUTURE WORK 
We managed to improve the performance of DSR protocol 

for MANETs by utilizing information concerning Selfishness 
and Altruism of the nodes. Without significantly increasing 
routing overhead, we are able to improve the PDR and the 
AEED, in comparison to the performance of original DSR 
when selfish nodes are present in the network.  

 In the future, we plan to apply our scheme to other routing 
protocols, such as Ad hoc On-Demand Distance Vector 
(AODV), as well as to extend it and further improve it.      

REFERENCES 
[1] C. Siva Ram Murthy and B. S. Manoj. Ad Hoc Wireless Networks: 

Architectures and Protocols, Pearson Education, 2004.  
[2] M. Abolhasan et al., “A review of routing protocols for mobile ad hoc 

networks,” Ad Hoc Networks, Vol. 2, Is. 1, pp. 1-22. 
[3] C. Samara, E. Karapistoli, and A. A. Economides. "Performance 

Comparison of MANET Routing Protocols based on real-life scenarios." 
Ultra Modern Telecommunications and Control Systems and Workshops 

Fig. 2. Average End-to-End Delay vs Number of nodes Fig. 3. Normalized Routing Overhead vs Number of nodes 

2016 International Conference on Telecommunications and Multimedia (TEMU)



(ICUMT), 2012 4th International Congress on. IEEE, 2012. 
[4] D. G. Kampitaki and A. A. Economides, “Simulation Study of MANET 

routing protocols under FTP traffic”, presented at the Conf. Elec., 
Telecom. Comp., CETC2013, Lisbon, Portugal. 

[5] J. Broch, D. A. Maltz, D. B. Johnson, Y. C. Hu, and J. Jetcheva. 1998. 
“A performance comparison of multi-hop wireless ad hoc network 
routing protocols”. Proc. ACM/IEEE MobiCom 1998, pp. 85-97.  

[6] C. Mbarushimana and A. Shahrabi, "Comparative Study of Reactive and 
Proactive Routing Protocols Performance in Mobile Ad Hoc Networks," 
Advanced Inf. Netw. App. Workshops, 2007, AINAW '07, pp.679-684. 

[7] N. Bilandi, and K. V. Harsh K. "Comparative Analysis of Reactive, 
Proactive and Hybrid Routing Protocols in MANET." Int’l J.l Electr. 
Comp. Sc. Eng., Vol. 1, Is. 03, pp. 1660-1667, 2012. 

[8] C. E. Perkins et al., "Performance comparison of two on-demand routing 
protocols for ad hoc networks," Personal Commun., IEEE, vol.8, no.1, 
pp.16-28. 

[9] F. Maan and N. Mazhar, "MANET routing protocols vs mobility 
models: A performance evaluation," Ubiquitous and Future Networks 
(ICUFN), Third Int’l. Conf., 2011, pp.179-184. 

[10] B. Fan, N. Sadagopan and A. Helmy, "IMPORTANT: a framework to 
systematically analyze the Impact of Mobility on Performance of 
Routing Protocols for Adhoc Networks," Proc. INFOCOM 2003, 
pp.825-835. 

[11] Y. H. Ho, A. H. Ho and K. A. Hua, “Routing protocols for inter-
vehicular networks: A comparative study in high-mobility and large 
obstacles environments”, Comp. Commun., Vol. 31, Is. 12, pp. 2767-
2780. 

[12] Sergio Marti, T. J. Giuli, Kevin Lai, and Mary Baker. 2000. Mitigating 
routing misbehavior in mobile ad hoc networks. In Proceedings of the 
6th annual international conference on Mobile computing and 
networking (MobiCom '00). ACM, New York, NY, USA, 255-265.  

[13] Buchegger, Sonja, and Jean-Yves Le Boudec. "Performance analysis of 
the CONFIDANT protocol." Proceedings of the 3rd ACM international 
symposium on Mobile ad hoc networking & computing. ACM, 2002. 

[14] Michiardi, Pietro, and Refik Molva. "Core: a collaborative reputation 
mechanism to enforce node cooperation in mobile ad hoc networks." 
Advanced Communications and Multimedia Security. Springer US, 
2002. 107-121.  

[15] Zhong, S.; Chen, J.; Yang, Y.R., "Sprite: a simple, cheat-proof, credit-
based system for mobile ad-hoc networks," in INFOCOM 2003. 
Twenty-Second Annual Joint Conference of the IEEE Computer and 
Communications. IEEE Societies, vol.3, no., pp.1987-1997 vol.3, 30 
March-3 April 2003.   

[16] El-Haleem, Ahmed M. Abd, et al. "TRIDNT: Isolating Dropper nodes 
with some degree of Selfishness in MANET." Advances in Computer 
Science and Information Technology. Springer Berlin Heidelberg, 2011. 
236-247.  

[17] K. Balakrishnan, J. Deng, and P. K. Varshney, “TWOACK: Preventing 
Selfishness in Mobile Ad Hoc Networks,” Proc. IEEE Wireless 
Commun. And Net. Conf. 2005, pp. 2137-2142. 

[18] L. Anderegg and S. Eidenbenz, “Ad Hoc-VCG: A Truthful and Cost-
Efficient Routing Protocol for Mobile Ad hoc Networks with Selfish 
Agents,” Proc. ACM MobiCom 2003, pp. 245-59. 

[19] V. Srinivasan et al., “Cooperation in Wireless Ad Hoc Networks,” Proc. 
IEEE INFOCOM 2003, pp. 808-17. 

[20] D. Hales, “From Selfish Nodes to Cooperative Networks – Emergent 
Link-Based Incentives in Peer-to-Peer Networks,” Proc. IEEE Int’l. 
Conf. Peer-To-Peer Comp. 2004, pp. 151-58. 

[21] M. Naserian and K. Tepe, “Game theoretic approach in routing protocol 
for wireless ad hoc networks,” Ad Hoc Networks, Volume 7, Issue 3, 
May 2009, pp. 569-578. 

[22] S. Yokoyama et al., “Evaluation of the Impact of Selfish Nodes in Ad 
Hoc Networks and Detection and Countermeasure Methods,” 7th Int’l 
Conf. Mobile Data Manag., MDM 2006.  

[23] Younghwan Yoo; Agrawal, D.P., "Why does it pay to be selfish in a 
MANET?," in Wireless Communications, IEEE , vol.13, no.6, pp.87-97, 
Dec. 2006 

[24] Urpi, A., Bonuccelli, M., & Giordano, S. (2003). Modelling cooperation 
in mobile ad hoc networks: a formal description of selfishness. In 
WiOpt'03: Modeling and Optimization in Mobile, Ad Hoc and Wireless 
Networks (pp. 10-pages). 

[25] Komathy, K., & Narayanasamy, P. (2007, February). Study of co-
operation among selfish neighbors in MANET under evolutionary game 
theoretic model. In Signal Processing, Communications and 
Networking, 2007. ICSCN'07. International Conference on (pp. 133-
138). IEEE. 

[26] Azni, A. H., Ahmad, R., Noh, Z. A. M., Basari, A. S. H., & Hussin, B. 
(2012). Correlated node behavior model based on semi Markov process 
for MANETS. arXiv preprint arXiv:1203.4319. 

[27] D. G. Kampitaki, E. D. Karapistoli and A. A. Economides, "Evaluating 
selfishness impact on MANETs," Telecommunications and Multimedia 
(TEMU), 2014 International Conference on, Heraklion, 2014, pp. 64-68. 

[28] Johnson, D., The Dynamic Source Routing Protocol (DSR) for Mobile 
Ad Hoc Networks for IPv4, RFC4728, February 2007, retrieved online 
from: https://www.ietf.org/rfc/rfc4728.txt 

[29] https://www.nsnam.org/  

2016 International Conference on Telecommunications and Multimedia (TEMU)



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles false
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize false
  /OPM 0
  /ParseDSCComments false
  /ParseDSCCommentsForDocInfo false
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo false
  /PreserveFlatness true
  /PreserveHalftoneInfo true
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts false
  /TransferFunctionInfo /Remove
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
    /Arial-Black
    /Arial-BoldItalicMT
    /Arial-BoldMT
    /Arial-ItalicMT
    /ArialMT
    /ArialNarrow
    /ArialNarrow-Bold
    /ArialNarrow-BoldItalic
    /ArialNarrow-Italic
    /ArialUnicodeMS
    /BookAntiqua
    /BookAntiqua-Bold
    /BookAntiqua-BoldItalic
    /BookAntiqua-Italic
    /BookmanOldStyle
    /BookmanOldStyle-Bold
    /BookmanOldStyle-BoldItalic
    /BookmanOldStyle-Italic
    /BookshelfSymbolSeven
    /Century
    /CenturyGothic
    /CenturyGothic-Bold
    /CenturyGothic-BoldItalic
    /CenturyGothic-Italic
    /CenturySchoolbook
    /CenturySchoolbook-Bold
    /CenturySchoolbook-BoldItalic
    /CenturySchoolbook-Italic
    /ComicSansMS
    /ComicSansMS-Bold
    /CourierNewPS-BoldItalicMT
    /CourierNewPS-BoldMT
    /CourierNewPS-ItalicMT
    /CourierNewPSMT
    /EstrangeloEdessa
    /FranklinGothic-Medium
    /FranklinGothic-MediumItalic
    /Garamond
    /Garamond-Bold
    /Garamond-Italic
    /Gautami
    /Georgia
    /Georgia-Bold
    /Georgia-BoldItalic
    /Georgia-Italic
    /Haettenschweiler
    /Impact
    /Kartika
    /Latha
    /LetterGothicMT
    /LetterGothicMT-Bold
    /LetterGothicMT-BoldOblique
    /LetterGothicMT-Oblique
    /LucidaConsole
    /LucidaSans
    /LucidaSans-Demi
    /LucidaSans-DemiItalic
    /LucidaSans-Italic
    /LucidaSansUnicode
    /Mangal-Regular
    /MicrosoftSansSerif
    /MonotypeCorsiva
    /MSReferenceSansSerif
    /MSReferenceSpecialty
    /MVBoli
    /PalatinoLinotype-Bold
    /PalatinoLinotype-BoldItalic
    /PalatinoLinotype-Italic
    /PalatinoLinotype-Roman
    /Raavi
    /Shruti
    /Sylfaen
    /SymbolMT
    /Tahoma
    /Tahoma-Bold
    /TimesNewRomanMT-ExtraBold
    /TimesNewRomanPS-BoldItalicMT
    /TimesNewRomanPS-BoldMT
    /TimesNewRomanPS-ItalicMT
    /TimesNewRomanPSMT
    /Trebuchet-BoldItalic
    /TrebuchetMS
    /TrebuchetMS-Bold
    /TrebuchetMS-Italic
    /Tunga-Regular
    /Verdana
    /Verdana-Bold
    /Verdana-BoldItalic
    /Verdana-Italic
    /Vrinda
    /Webdings
    /Wingdings2
    /Wingdings3
    /Wingdings-Regular
    /ZWAdobeF
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 200
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages false
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /ColorImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 200
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages false
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /GrayImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 400
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 600
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <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>
    /ESP <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>
    /FRA <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>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 5.0 e versioni successive.)
    /JPN <FEFF30d330b830cd30b9658766f8306e8868793a304a3088307353705237306b90693057305f002000410064006f0062006500200050004400460020658766f8306e4f5c6210306b4f7f75283057307e305930023053306e8a2d5b9a30674f5c62103055308c305f0020005000440046002030d530a130a430eb306f3001004100630072006f0062006100740020304a30883073002000410064006f00620065002000520065006100640065007200200035002e003000204ee5964d3067958b304f30533068304c3067304d307e305930023053306e8a2d5b9a3067306f30d530a930f330c8306e57cb30818fbc307f3092884c3044307e30593002>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /PTB <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>
    /SUO <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>
    /SVE <FEFF0041006e007600e4006e00640020006400650020006800e4007200200069006e0073007400e4006c006c006e0069006e006700610072006e00610020006f006d002000640075002000760069006c006c00200073006b006100700061002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e007400200073006f006d00200070006100730073006100720020006600f60072002000740069006c006c006600f60072006c00690074006c006900670020007600690073006e0069006e00670020006f006300680020007500740073006b007200690066007400650072002000610076002000610066006600e4007200730064006f006b0075006d0065006e0074002e002000200053006b006100700061006400650020005000440046002d0064006f006b0075006d0065006e00740020006b0061006e002000f600700070006e00610073002000690020004100630072006f0062006100740020006f00630068002000410064006f00620065002000520065006100640065007200200035002e00300020006f00630068002000730065006e006100720065002e>
    /ENU (Use these settings to create PDFs that match the "Required"  settings for PDF Specification 4.01)
  >>
>> setdistillerparams
<<
  /HWResolution [600 600]
  /PageSize [612.000 792.000]
>> setpagedevice


